Administrative roles and permissions

You create roles for administrator accounts or assign preconfigured roles to administrator accounts so that you can specify what tasks an administrator can perform on the BlackBerry Enterprise Server.

You can specify the actions that administrators can perform by changing the permission that you assign to administrative roles. Permissions specify the information that administrators can view and the tasks that they can perform using the BlackBerry Administration Service. Each action that you perform in the BlackBerry Administration Service is associated with a specific permission. You can specify the actions that administrators can perform by changing the permission that you assign to administrative roles. For more information about performing specific tasks that are associated with the permissions, see the BlackBerry Enterprise Server Administration Guide. Roles do not apply to tasks that an administrator can perform using the BlackBerry Configuration Panel.

You can assign multiple roles to administrator accounts. If you assign multiple roles to an administrator account, the administrator is assigned all the permissions that are turned on for each of the roles.

You can also assign roles to groups and add administrator accounts to groups. This allows you to specify administrative role permissions at a group level instead of at an individual level. If the group contains BlackBerry device users, the roles are also assigned to the users and the users become administrators.
Creating roles

You can create roles for administrator accounts so that administrators in your organization can perform specific tasks and view specific information in the BlackBerry Administration Service and BlackBerry Web Desktop Manager. For example, you can create a role that has all permissions turned off by default and you can customize the role by turning on specific permissions. You can also create a role that is based on a preconfigured role and customize the role that you create.
Preconfigured roles

The BlackBerry Enterprise Server installation process includes preconfigured administrative roles. You can use the preconfigured roles in your organization’s environment instead of creating customized roles.

The preconfigured roles make sure that users that do not have specific administrative permissions cannot escalate their permissions, for example, junior helpdesk administrators cannot escalate their roles to senior helpdesk roles. You can configure additional permissions in the preconfigured roles or turn off any of the permissions.

<table>
<thead>
<tr>
<th>Preconfigured role</th>
<th>Description of the preconfigured role</th>
</tr>
</thead>
<tbody>
<tr>
<td>Security</td>
<td>The Security role allows administrators to have complete access to all components of the BlackBerry Administration Service.</td>
</tr>
<tr>
<td>Enterprise</td>
<td>The Enterprise role allows administrators to have complete access to all components of the BlackBerry Administration Service, but they cannot create or change administrative roles.</td>
</tr>
<tr>
<td>Senior Helpdesk</td>
<td>The Senior Helpdesk role allows administrators to perform common administrative tasks such as creating and deleting user accounts, creating and administering groups and assigning BlackBerry devices to user accounts.</td>
</tr>
<tr>
<td>Junior Helpdesk</td>
<td>The Junior Helpdesk role allows administrators to perform basic administrative tasks such as adding users to groups and assigning devices to user accounts.</td>
</tr>
<tr>
<td>Server Only</td>
<td>The Server only role allows administrators to configure and maintain the BlackBerry Enterprise Server environment. The Server only role only has access to the Servers and Components section of the BlackBerry Administration Service.</td>
</tr>
<tr>
<td>User Only</td>
<td>The User only role only allows administrators to manage user accounts and the majority of tasks required to manage user accounts and the associated devices. This role does not allow administrators to configure and maintain the BlackBerry Enterprise Server environment.</td>
</tr>
<tr>
<td>Monitoring System</td>
<td>The Monitoring System role allows administrators to perform all actions in the BlackBerry Monitoring Service console, and view user accounts and the associated devices using the BlackBerry Administration Service.</td>
</tr>
<tr>
<td>Monitoring View</td>
<td>The Monitoring View role allows administrators to view the BlackBerry solution topology, including servers and BlackBerry Enterprise Server components, but they cannot perform any actions using the BlackBerry Administration Service.</td>
</tr>
</tbody>
</table>
Administrative permissions specify the information that administrators can view and the tasks that they can perform using the BlackBerry Administration Service and BlackBerry Monitoring Service. Each preconfigured role contains multiple permissions that are turned on.

<table>
<thead>
<tr>
<th>Permission name</th>
<th>Security role</th>
<th>Enterprise role</th>
<th>Senior Helpdesk role</th>
<th>Junior Helpdesk role</th>
<th>Server only role</th>
<th>User only role</th>
</tr>
</thead>
<tbody>
<tr>
<td>Create a group</td>
<td>X</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Delete a group</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>View a group (across Group)</td>
<td>X</td>
<td>X</td>
<td>X</td>
<td>X</td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Edit a group (across Group)</td>
<td>X</td>
<td>X</td>
<td>X</td>
<td>X</td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Create a user</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Delete a user</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>View a user (across Group)</td>
<td>X</td>
<td>X</td>
<td>X</td>
<td>X</td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Edit a user (across Group)</td>
<td>X</td>
<td>X</td>
<td>X</td>
<td>X</td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>View a device (across Group)</td>
<td>X</td>
<td>X</td>
<td>X</td>
<td>X</td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Edit a device (across Group)</td>
<td>X</td>
<td>X</td>
<td>X</td>
<td>X</td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>View device activation settings</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Edit device activation settings</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Create an IT policy</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Delete an IT policy</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>View an IT policy</td>
<td>X</td>
<td>X</td>
<td>X</td>
<td>X</td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Edit an IT policy</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Permission name</td>
<td>Security role</td>
<td>Enterprise role</td>
<td>Senior Helpdesk role</td>
<td>Junior Helpdesk role</td>
<td>Server only role</td>
<td>User only role</td>
</tr>
<tr>
<td>-----------------------------------------</td>
<td>---------------</td>
<td>-----------------</td>
<td>----------------------</td>
<td>----------------------</td>
<td>------------------</td>
<td>----------------</td>
</tr>
<tr>
<td>Import an IT policy</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Export an IT policy</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Create a user-defined IT policy template</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Delete a user-defined IT policy template</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Edit a user-defined IT policy template</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Import an IT policy template</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Resend data to devices</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Create a software configuration</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>View a software configuration</td>
<td>X</td>
<td>X</td>
<td></td>
<td>X</td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Edit a software configuration</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Delete a software configuration</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>View BlackBerry Administration Service software management</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Edit BlackBerry Administration Service software management</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Create an application</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>View an application</td>
<td>X</td>
<td>X</td>
<td></td>
<td>X</td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Edit an application</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Delete an application</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Create an administrator user</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Specify an activation password</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Permission name</td>
<td>Security role</td>
<td>Enterprise role</td>
<td>Senior Helpdesk role</td>
<td>Junior Helpdesk role</td>
<td>Server only role</td>
<td>User only role</td>
</tr>
<tr>
<td>-----------------------------------------------</td>
<td>---------------</td>
<td>----------------</td>
<td>----------------------</td>
<td>----------------------</td>
<td>------------------</td>
<td>---------------</td>
</tr>
<tr>
<td>Generate an activation email</td>
<td>X</td>
<td>X</td>
<td>X</td>
<td>X</td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Assign the current device to a user</td>
<td>X</td>
<td>X</td>
<td>X</td>
<td>X</td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Turn off and on external services</td>
<td>X</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Clear activation password</td>
<td>X</td>
<td>X</td>
<td>X</td>
<td>X</td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Clear synchronization backup data</td>
<td>X</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Clear user statistics</td>
<td>X</td>
<td>X</td>
<td>X</td>
<td>X</td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Export statistics</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Reset user field mapping</td>
<td>X</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Turn on redirection</td>
<td>X</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Turn off redirection</td>
<td>X</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Refresh available user list from company directory</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Add User from Company Directory</td>
<td>X</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Synchronize GroupWise System Address Book</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Clear and synchronize GroupWise System Address Book</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>View a server</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Edit a server</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>View a component</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Edit a component</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>View an instance</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Edit an instance</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Permission name</td>
<td>Security role</td>
<td>Enterprise role</td>
<td>Senior Helpdesk role</td>
<td>Junior Helpdesk role</td>
<td>Server only role</td>
<td>User only role</td>
</tr>
<tr>
<td>-----------------------------------------------------</td>
<td>---------------</td>
<td>----------------</td>
<td>----------------------</td>
<td>----------------------</td>
<td>------------------</td>
<td>----------------</td>
</tr>
<tr>
<td>Change the status of an instance</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td>X</td>
<td></td>
</tr>
<tr>
<td>Edit an instance relationship</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td>X</td>
<td></td>
</tr>
<tr>
<td>View a job</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Edit a job</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Manage deployment job tasks</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Change the status of a job task</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td>X</td>
<td></td>
</tr>
<tr>
<td>Update peer-to-peer encryption key</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>View job distribution settings</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Edit job distribution settings</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Delete an instance</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Edit license keys</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>View license keys</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Manually fail a job</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Clear instance statistics</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>View push rules for the BlackBerry MDS Connection Service</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>View pull rules for the BlackBerry MDS Connection Service</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Send message (across Group)</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Create a role</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Delete a role</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>View a role</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td>X</td>
<td></td>
</tr>
<tr>
<td>Permission name</td>
<td>Security role</td>
<td>Enterprise role</td>
<td>Senior Helpdesk role</td>
<td>Junior Helpdesk role</td>
<td>Server only role</td>
<td>User only role</td>
</tr>
<tr>
<td>-----------------------------------------------------</td>
<td>---------------</td>
<td>----------------</td>
<td>----------------------</td>
<td>----------------------</td>
<td>------------------</td>
<td>---------------</td>
</tr>
<tr>
<td>Edit a role</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Add or remove role</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Import or export groups within roles</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>View BlackBerry Monitoring Service information</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Edit BlackBerry Monitoring Service settings</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Import new users</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Import or export users</td>
<td>X</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Import user updates</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Import or export email message filters for a user</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Export asset summary data</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Add or remove to user configuration</td>
<td>X</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Delete all device data and remove device</td>
<td>X</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td>X</td>
</tr>
<tr>
<td>Delete only the organization data and remove device</td>
<td>X</td>
<td>X</td>
<td>X</td>
<td></td>
<td>X</td>
<td>X</td>
</tr>
</tbody>
</table>
User and device permissions

Basic permissions

Create a group

This permission specifies whether you can create a group in the BlackBerry Administration Service. You can create user groups and assign user accounts to groups based on specific criteria such as BlackBerry device user location, organizational group, or BlackBerry device model. User accounts and administrator accounts that are part of a user group can exist on multiple BlackBerry Enterprise Server instances in the BlackBerry Domain.

By default, the Create a group permission is enabled for the following preconfigured roles:

- Security
- Enterprise
- Senior Helpdesk
- User only

Delete a group

This permission specifies whether you can delete a group in the BlackBerry Administration Service.

By default, the Delete a group permission is enabled for the following preconfigured roles:

- Security
- Enterprise
- Senior Helpdesk
- User only

View a group

This permission specifies whether you can view a group and information about the group in the BlackBerry Administration Service. For example, you can view a group and the child groups that are assigned to the group.

By default, the View a group permission is enabled for the following preconfigured roles:

- Security
Edit a group

This permission specifies whether you can change the properties of a group in the BlackBerry Administration Service. For example, you can reduce the time that you spend managing user accounts by adding similar user accounts to a group, and assigning shared properties, such as software configurations or IT policies, to the group. Properties that you assign to a group are assigned to all user accounts in the group.

By default, the Edit a group permission is enabled for the following preconfigured roles:

- Security
- Enterprise
- Senior Helpdesk
- Junior Helpdesk
- User only

Create a user

This permission specifies whether you can add a user account to the BlackBerry Enterprise Server, assign a BlackBerry device to a user account, and activate the device. The user account must exist on your organization’s messaging server.

By default, the Create a user permission is enabled for the following preconfigured roles:

- Security
- Enterprise
- Senior Helpdesk
- User only

Delete a user

This permission specifies whether you can delete a user account using the BlackBerry Administration Service.

By default, the Delete a user permission is enabled for the following preconfigured roles:

- Security
- Enterprise
- Senior Helpdesk
- User only
View a user

This permission specifies whether you can view a user account in the BlackBerry Administration Service. You can also view the email message filters and mail information that are assigned to the user account if this permission is turned on.

By default, the View a user permission is enabled for the following preconfigured roles:

- Security
- Enterprise
- Senior Helpdesk
- Junior Helpdesk
- User only
- Monitoring System
- Monitoring View

Edit a user

This permission specifies whether you can change the properties of a user account in the BlackBerry Administration Service. For example, you can assign a software configuration to a user account, or create an email filter that applies to a specific user account.

By default, the Edit a user permission is enabled for the following preconfigured roles:

- Security
- Enterprise
- Senior Helpdesk
- Junior Helpdesk
- User only

View a device

This permission specifies whether you can view information about a BlackBerry device using the BlackBerry Administration Service. For example, you can view the user account and PIN number that is associated with a device.

By default, the View a device permission is enabled for the following preconfigured roles:

- Security
- Enterprise
- Senior Helpdesk
- Junior Helpdesk
- User only
• Monitoring System
• Monitoring View

Edit a device
This permission specifies whether you can change the settings on BlackBerry devices. For example, you can set owner information and lock a device. You cannot delete all device data using the Edit a device permission, you require either the Delete all device data and remove device permission or Delete only the organization data and remove device permission to delete all device data.

By default, the Edit a device permission is enabled for the following preconfigured roles:
• Security
• Enterprise
• Senior Helpdesk
• Junior Helpdesk
• User only

View device activation settings
This permission specifies whether you can view the activation settings for a BlackBerry device. For example, you can view the password activation settings and initialization message.

By default, the View device activation settings are enabled for the following preconfigured roles:
• Security
• Enterprise
• User only

Edit device activation settings
This permission specifies whether you can change the activation settings for a BlackBerry device. For example, you can specify the password activation settings and initialization message.

By default, the Edit device activation settings permission is enabled for the following preconfigured roles:
• Security
• Enterprise
• User only
Create an IT policy

This permission specifies whether you can create an IT policy using the BlackBerry Administration Service. You can use IT policy rules to customize and control the actions that you can use the BlackBerry Enterprise Server can perform. For more information, see the BlackBerry Enterprise Server Policy Reference Guide.

By default, the Create an IT policy permission is enabled for the following preconfigured roles:

- Security
- Enterprise
- User only

Delete an IT policy

This permission specifies whether you can delete an IT policy using the BlackBerry Administration Service. If you delete an IT policy that you assigned to the user account or group, the Default IT policy will be re-assigned to the user account if no other IT policies are applied to that user account. The Default IT policy includes all the standard IT policy rules that are set on the BlackBerry Enterprise Server. For more information see the BlackBerry Enterprise Server Policy Reference Guide.

By default, the Delete an IT policy permission is enabled for the following preconfigured roles:

- Security
- Enterprise
- User only

View an IT policy

This permission specifies whether you can view an IT policy using the BlackBerry Administration Service.

By default, the View an IT policy permission is enabled for the following preconfigured roles:

- Security
- Enterprise
- Senior Helpdesk
- Junior Helpdesk
- User only

Edit an IT Policy

Description

This permission specifies whether you can change an IT policy using the BlackBerry Administration Service. You can use IT policy rules to customize and control the actions that you can use the BlackBerry Enterprise Solution can perform. For more information, see the BlackBerry Enterprise Server Policy Reference Guide.
By default, the Edit an IT Policy permission is enabled for the following preconfigured roles:

- Security
- Enterprise
- User only

**Import an IT policy**

This permission specifies whether you can import a list of IT policies using the BlackBerry Administration Service. Before you can import an IT policy, you must first export IT policy data from a different BlackBerry Domain. For more information, see the *BlackBerry Enterprise Server Policy Reference Guide*.

By default, the Import an IT policy permission is enabled for the following preconfigured roles:

- Security
- Enterprise
- User only

**Export an IT policy**

This permission specifies whether you can export a list of IT policies to a data file using the BlackBerry Administration Service. You can import the data file at a later time to another BlackBerry Domain.

By default, the Export an IT policy permission is enabled for the following preconfigured roles:

- Security
- Enterprise
- User only

**Create a user-defined IT policy template**

This permission specifies whether you can create new IT policy rules to control the applications that your organization configures for BlackBerry devices. After you create an IT policy rule, it is automatically added to all existing IT policies. You can assign a value to it in a new or existing IT policy. For more information, see the *BlackBerry Enterprise Server Policy Reference Guide*.

By default, the Create a user-defined IT policy is enabled for the following preconfigured roles:

- Security
- Enterprise
- User only
Delete a user-defined IT policy template

This permission specifies whether you can delete IT policy rules that are created by your organization to control applications running on BlackBerry devices.

By default, the Delete a user-defined IT policy template is enabled for the following preconfigured roles:

- Security
- Enterprise
- User only

Resend data to devices

This permission specifies whether you can resend data to a BlackBerry device using the BlackBerry Administration Service. For example, you can resend service books or IT policy data to a device.

By default, the Resend data to devices is enabled for the following preconfigured roles:

- Security
- Enterprise
- Senior Helpdesk
- User only

Edit a user-defined IT policy template

This permission specifies whether you can change IT policy rules that were created by your organization to control applications that are running on BlackBerry devices.

By default, the Edit a user-defined IT policy template is enabled for the following preconfigured roles:

- Security
- Enterprise
- User only

Import an IT policy template

This permission specifies whether you can import IT policy rules that were created by your organization from a different BlackBerry Domain.

By default, the Import an IT policy template permission is enabled for the following preconfigured roles:

- Security
- Enterprise
- User only
Create a software configuration

Description
This permission specifies whether you can create a software configuration, which you can assign to a group, multiple user accounts, or a single user account. After you assign a software configuration, you can change the software configuration settings to manage the BlackBerry Java Applications, BlackBerry Device Software, and standard application settings on devices.

By default, the Create a software configuration permission is enabled for the following preconfigured roles:

- Security
- Enterprise
- User only

View a software configuration

This permission specifies whether you can view software configurations in the BlackBerry Administration Service.

By default, the View a software configuration permission is enabled for the following preconfigured roles:

- Security
- Enterprise
- Senior Helpdesk
- Junior Helpdesk
- User only

Edit a software configuration

This permission specifies whether you can change software configurations that you want to install on, update on, or remove from BlackBerry devices. You can configure settings in the BlackBerry Administration Service to control how the BlackBerry Administration Service sends BlackBerry Java Applications, BlackBerry Device Software, and standard application settings in software configurations to devices.

By default, the Edit a software configuration permission is enabled for the following preconfigured roles:

- Security
- Enterprise
- User only

Delete a software configuration

This permission specifies whether you can delete software configurations from the BlackBerry Administration Service.
By default, the Delete a software configuration permission is enabled for the following preconfigured roles:

- Security
- Enterprise
- User only

Create an application

This permission specifies whether you can create a BlackBerry Java Application that you can install on BlackBerry devices. The BlackBerry Administration Service includes a standard application control policy for BlackBerry Java Applications that you can use to classify BlackBerry Java Applications as required, optional, or not permitted.

By default, the Create an application permission is enabled for the following preconfigured roles:

- Security
- Enterprise
- User only

View an application

This permission specifies whether you can view a BlackBerry Java Application in the BlackBerry Administration Service.

By default, the View an application permission is enabled for the following preconfigured roles:

- Security
- Enterprise
- Senior Helpdesk
- Junior Helpdesk
- User only

Edit an application

This permission specifies whether you can update BlackBerry Java Applications that you can install on BlackBerry devices. The BlackBerry Administration Service includes a standard application control policy for BlackBerry Java Application that you can use to classify BlackBerry Java Applications as required, optional, or not permitted.

By default, the Edit an application permission is enabled for the following preconfigured roles:

- Security
- Enterprise
- User only
Delete an application

This permission specifies whether you can remove a BlackBerry Java Application from a device using the BlackBerry Administration Service.

By default, the Delete an application permission is enabled for the following preconfigured roles:

- Security
- Enterprise
- User only

Create an administrator user

This permission specifies whether you can create an administrator account in the BlackBerry Administration Service. You create an administrator account so that administrators can log in to the BlackBerry Administration Service and manage the BlackBerry Enterprise Server. When you create an administrator account, you assign the account to one or more administrator roles. The roles control the actions that an administrator can perform in the BlackBerry Administration Service.

By default, the Create an administrator user permission is enabled for the Security role.

Add or remove to user configuration

This permission specifies whether you can add software configurations to or remove software configurations from user accounts and groups. You can add or remove the following objects from user accounts or groups:

- push and pull rules
- software configurations
- Wi-Fi profiles
- VPN profiles
- IT policies

By default, the Add or remove to user configuration permission is enabled for the following preconfigured roles:

- Security
- Enterprise
- Senior Helpdesk
- User only
Export asset summary data

This permission specifies whether you can generate a list of all BlackBerry devices that are activated in your organization's environment and the data that is associated with the devices. Examples of data might include the PIN, device model, platform version, phone number, serial number, wireless service provider, and so on.

By default, the Export asset summary data permission is enabled for the following preconfigured roles:

- Security
- Enterprise
- User only

Import or export users

This permission specifies whether you can export or import a list of user accounts from a BlackBerry Enterprise Server to a .csv file. The .csv file contains information about the user accounts, such as the user ID, display name, PIN, and email address and so on. You can export and then import the list of user accounts to another BlackBerry Enterprise Server.

By default, the Import or export users permission is enabled for the following preconfigured roles:

- Security
- Enterprise
- Senior Helpdesk
- User only

Export statistics

This permission specifies whether you can export user-account settings and data that are wirelessly backed up from BlackBerry devices to a specific BlackBerry Enterprise Server automatically. By default, user-account settings and data are wirelessly backed up to the BlackBerry Enterprise Server automatically.

By default, the Export statistics permission is enabled for the following preconfigured roles:

- Security
- Enterprise
- User only

Import user updates

This permission specifies whether you can import user updates to the BlackBerry Enterprise Server.

By default, the Import user updates permission is enabled for the following preconfigured roles:

- Security
Assign the current device to a user

This permission specifies whether you can assign and activate BlackBerry devices before you distribute them to BlackBerry device users. You can determine whether you can assign and activate devices by connecting the devices to a computer and logging into the BlackBerry Administration Service.

By default, the Assign the current device to a user permission is enabled for the following preconfigured roles:

- Security
- Enterprise
- Senior Helpdesk
- Junior Helpdesk
- User only

Delete all device data and remove device

This permission specifies whether you can permanently delete all BlackBerry device user information and application data from a BlackBerry device. You can perform the following actions:

- specify a delay, in hours, that must occur before the device starts to delete user information and application data
- require that the device return to its default settings when it receives this command
- specify whether to permit the user to stop permanently deleting data from the device and make the device unavailable during the delay period

By default, the Delete all device data and remove device permissions is enabled for the following preconfigured roles:

- Security
- Enterprise
- Senior Helpdesk
- Junior Helpdesk
- User only

Delete only the organization data and remove device

This permission specifies whether you can permanently delete all application data that is specific to your organization that the BlackBerry device stores but leave personal data on the device.

By default, the Delete only the organization data and remove device permissions is enabled for the following preconfigured roles:
BlackBerry Enterprise Server permissions

Specify an activation password

This permission specifies whether you can specify an activation password for the user account.

By default, the Specify an activation password is enabled for the following preconfigured roles:

- Security
- Enterprise
- Senior Helpdesk
- Junior Helpdesk
- User only

Turn off and on external services

Turn off BlackBerry services that the BlackBerry MDS Connection Service, BlackBerry Collaboration Service, and BlackBerry MVS provide. For example, you can prevent BlackBerry device users that you associate with a BlackBerry Enterprise Server from browsing the intranet or Internet, running applications that communicate with application servers and content servers, sending or receiving instant messages, or making calls using VoIP.

By default, the Turn off and on external services permission is enabled for the following preconfigured roles:

- Security
- Enterprise
- Senior Helpdesk
- Junior Helpdesk
- User only

Generate an activation email

This permission specifies whether you can create and send an activation email to BlackBerry device users when they activate BlackBerry devices.

By default, the Generate an activation email permission is enabled for the following preconfigured roles:
Synchronization permissions

Clear synchronization backup data

This permission specifies whether you can delete user-account settings and data from BlackBerry devices. By default, user-account settings and data are wirelessly backed up to the BlackBerry Enterprise Server automatically.

By default, the Clear synchronization backup data permission is enabled for the following preconfigured roles:

- Security
- Enterprise
- Senior Helpdesk
- User only

Email permissions

Clear user statistics

This permission specifies whether you can clear the statistics that the BlackBerry Messaging Agent writes to each user’s Microsoft Exchange mailbox when it processes email messages. By default, to reduce the workload on the Microsoft Exchange Server, the BlackBerry Messaging Agent 5.0 SP2 or later does not write statistics to each user’s Microsoft Exchange mailbox when it processes email messages. This permission only applies to the BlackBerry Enterprise Server for Microsoft Exchange.

Enabled for the following preconfigured roles:

- Security
- Enterprise
- Senior Helpdesk
- User only
Reset user field mapping

This permission specifies whether you can reset the contact information fields on BlackBerry devices. For example, you can reset the global and field mappings that BlackBerry device users specify in the contact information on their computers to their devices.

Enabled for the following preconfigured roles:

- Security
- Enterprise
- Senior Helpdesk
- User only

Turn on redirection

This permission specifies whether you can specify message forwarding settings for user accounts and groups that are associated with the BlackBerry Enterprise Server. The settings control how the BlackBerry Enterprise Server forwards email messages from BlackBerry device users' email applications to their BlackBerry devices.

Enabled for the following preconfigured roles:

- Security
- Enterprise
- Senior Helpdesk
- User only

Turn off redirection

This permission specifies whether you can stop the BlackBerry Enterprise Server from forwarding email messages to user accounts. When you turn off message forwarding for user accounts, BlackBerry device users can send email messages from their BlackBerry devices, but cannot receive email messages.

Enabled for the following preconfigured roles:

- Security
- Enterprise
- Senior Helpdesk
- User only

Add user from company directory

This permission specifies whether you can create a user account if the user account is not synchronized with the contact list in the BlackBerry Configuration Database.
Import new users

This permission specifies whether you can import a list of user accounts to a BlackBerry Enterprise Server. You can add multiple user accounts to a BlackBerry Enterprise Server by importing a .csv file that contains a list of user accounts and the information that you need to activate the user accounts on a BlackBerry Enterprise Server.

Enabled for the following preconfigured roles:

- Security
- Enterprise
- User only

Refresh available user list from company directory

This permission specifies whether you can update and refresh the contact list in the BlackBerry Configuration Database so that you can include any organizational changes or updates in the contact list in the BlackBerry Administration Service.

Enabled for the following preconfigured roles:

- Security
- Enterprise
- User only

Import or export email message filters for a user

This permission specifies whether you can copy existing email filters for a specific user account and apply them to other user accounts by exporting the email message as a .xml file. You can then import the .xml file so that you can use it with another instance of the BlackBerry Enterprise Server.

Enabled for the following preconfigured roles:

- Security
- Enterprise
- User only
Topology permissions

Basic permissions

View a server
This permission specifies whether you can view the BlackBerry Enterprise Server and BlackBerry Enterprise Server components in your organization’s environment using the BlackBerry Administration Service.
Enabled for the following preconfigured roles:
- Security
- Enterprise
- Server only

Edit a server
This permission specifies whether you can change the settings and options for the BlackBerry Enterprise Server components.
Enabled for the following preconfigured roles:
- Security
- Enterprise
- Server only

Edit a component
This permission specifies whether you can view and manage BlackBerry Enterprise Server components using the server view or component view in the BlackBerry Administration Service.
Enabled for the following preconfigured roles:
- Security
- Enterprise
- Server only
View a component

This permission specifies whether you can view BlackBerry Enterprise Server components using the server view or component view in the BlackBerry Administration Service.

Enabled for the following preconfigured roles:

- Security
- Enterprise
- Server only

View an instance

This permission specifies whether you can view a BlackBerry Enterprise Server instance in a BlackBerry Domain.

Enabled for the following preconfigured roles:

- Security
- Enterprise
- Server only

Edit an instance

This permission specifies whether you can use the BlackBerry Administration Service to change the BlackBerry Enterprise Server instance and remote BlackBerry Enterprise Server components that use a BlackBerry Configuration Database.

Enabled for the following preconfigured roles:

- Security
- Enterprise
- Server only

Change the status of an instance

This permission specifies whether you can manually change the availability state and failover status of a BlackBerry Enterprise Server instance.

Enabled for the following preconfigured roles:

- Security
- Enterprise
- Server only
Edit an instance relationship

This permission specifies whether you can identify which BlackBerry Enterprise Server is the primary BlackBerry Enterprise Server instance and which BlackBerry Enterprise Server is the standby instance. This permission also permits you to add or remove:

- BlackBerry MDS Connection Service or BlackBerry Collaboration Service instance to a BlackBerry Enterprise Server
- BlackBerry Attachment Connector to a BlackBerry Attachment Service instance

For more information about high availability, see the *BlackBerry Enterprise Server Administration Guide*.

Enabled for the following preconfigured roles:

- Security
- Enterprise
- Server only

View a job

This permission specifies whether you can view the status of a deployment job. A deployment job consists of multiple tasks that manage the delivery of an object (for example, a BlackBerry Java Application, an application control policy, or an IT policy) to BlackBerry devices.

Enabled for the following preconfigured roles:

- Security
- Enterprise
- Server only

Edit a job

This permission specifies whether you can change a job to control how the BlackBerry Administration Service processes a job task. A job consists of multiple tasks. Each task delivers a specific object or setting to a BlackBerry device.

Enabled for the following preconfigured roles:

- Security
- Enterprise
- Server only
Manage deployment job tasks

This permission specifies whether you can view deployment job tasks that will be delivered to a user’s BlackBerry device. A deployment job consists of multiple tasks that manage the delivery of an object (for example, a BlackBerry Java Application, an access control policy, or an IT policy) to a BlackBerry device.

Enabled for the following preconfigured roles:

- Security
- Enterprise
- Server only

Edit default distribution settings for a job

This permission specifies whether you can change the default settings for a deployment job to control how the BlackBerry Administration Service processes jobs. A deployment job consists of multiple tasks that manage the delivery of an object (for example, a BlackBerry Java Application, an access control policy, or an IT policy) to BlackBerry devices.

If you change the default settings for a job, your organization's environment might experience a performance impact.

Enabled for the following preconfigured roles:

- Security
- Enterprise
- Server only

Update peer-to-peer encryption key

This permission specifies whether you can generate a PIN encryption key. For example, you should generate a new PIN encryption key if you know that your organization's current PIN encryption key is compromised. You can generate a new PIN encryption key that is stored on and known only to BlackBerry devices in your organization's environment.

Enabled for the following preconfigured roles:

- Security
- Enterprise
- Server only

Manage deployment job tasks

This permission specifies whether you can change the default settings for when a deployment job task is delivered to a BlackBerry device. A deployment job consists of multiple tasks that manage the delivery of an object (for example, a BlackBerry Java Application, an access control policy, or an IT policy) to a BlackBerry device.

- Security
• Enterprise
• Server only

**Change the status of a job task**

This permission specifies whether you can change the status of a specific task in an deployment job. A job consists of multiple tasks and each task delivers a specific object or setting to a BlackBerry device. If the BlackBerry MDS Connection Service did not complete a request to install, update, or remove an application, you can cancel the job task request.

Enabled for the following preconfigured roles:

• Security
• Enterprise
• Server only

**Delete an instance**

This permission specifies whether you can delete a BlackBerry Enterprise Server instance from the BlackBerry Administration Service.

Enabled for the following preconfigured roles:

• Security
• Enterprise
• Server only

**Edit license keys**

This permission specifies whether you can manage BlackBerry CAL keys to control how many user accounts can exist on a BlackBerry Enterprise Server at the same time. You can add, copy or delete BlackBerry CAL keys. For example, to help transfer BlackBerry CAL keys to computers in other BlackBerry Domain instances or troubleshoot BlackBerry CAL key issues, you can copy the BlackBerry CAL keys from the BlackBerry Administration Service to a text file.

Enabled for the following preconfigured roles:

• Security
• Enterprise
• Server only

**View license keys**

This permission specifies whether you can view BlackBerry CAL keys. BlackBerry CAL keys control how many user accounts can exist on a BlackBerry Enterprise Server at the same time.

Enabled for the following preconfigured roles:
Email permissions

Clear instance statistics

This permission specifies whether you can clear the statistics on an email instance. Each email instance maintains statistics about the number of forwarded email messages, sent email messages, expired email messages, filtered email messages, failed email messages and pending data packets.

Enabled for the following preconfigured roles:

- Security
- Enterprise
- Server only

Import or export users

This permission specifies whether you can import or export a list of user accounts from a BlackBerry Enterprise Server to a .csv file. The .csv file contains information about the user accounts, such as user IDs, display names, PINs, email addresses, and so on. You can export the list of user accounts and then import the list to another BlackBerry Enterprise Server.

- Security
- Enterprise
- Server only

MDS Connection Service permissions

View rules for the BlackBerry MDS Connection Service

This permission specifies whether you can view push rules for the BlackBerry MDS Connection Service and verify that the central push server appears in the list of BlackBerry MDS Connection Service instances that are available to the BlackBerry MDS Integration Service. You can configure BlackBerry Enterprise Server instances in your organization's BlackBerry Domain to use the BlackBerry MDS Connection Service instances that you specify as central push servers. By default, a BlackBerry MDS Connection Service sends push requests from server-side push applications to applications on BlackBerry devices.
Enabled for the following preconfigured roles:

- Security
- Enterprise
- Server only

**BlackBerry Administration Service setup permissions**

**Basic permissions**

**Send message**

This permission specifies whether you can send email messages to user accounts in a group, multiple user accounts, or a single user account.

By default, the Send message permission is enabled for the following preconfigured roles:

- Security
- Enterprise
- Senior Helpdesk
- Junior Helpdesk
- User only

**Create a role**

This permission specifies whether you can create a specific role for an administrator account or group. By default, you can create a role that has all permissions turned off so that you can add permissions to it, or you can create a role that is based on a preconfigured role and configure it.

By default, the Create a role permission is enabled for the Security role.

**Delete a role**

This permission specifies whether you can delete a role from the BlackBerry Administration Service.

By default, the Delete a role permission is enabled for the Security role.
View a role

This permission specifies whether you can view a role and the permissions that is associated with the role.

By default, the View a role permission is enabled for the following preconfigured roles:

- Security
- Enterprise
- Senior Helpdesk
- Junior Helpdesk
- User only

Edit a role

This permission specifies whether you can change a role and the permissions that are associated with the role. You can assign multiple roles to administrator accounts. If you assign multiple roles to an administrator account, the administrator is assigned all the permissions that are turned on for all the roles. You can also assign roles to groups and add administrator accounts to the groups. If you add an administrator account to one or more groups, you can manage role permissions at a group level instead of at an individual level.

By default, the Edit a role permission is enabled for the Security role.

Add or remove a role

This permission specifies whether you can add a role, or remove a role that was assigned to a group. When you add administrator accounts to a group that has a role assigned to it, you can manage the administrators at a group level instead of at an individual level.

By default, the Add or remove a role permission is enabled for the Security role.

View BlackBerry Administration Service software management

This permission specifies whether you can view the information about BlackBerry Device Software updates that your organization configured. For example, you can view the BlackBerry Administration Service application shared network drive and view whether you can manage the BlackBerry Software deployment in the BlackBerry Administration Service.

By default, the View BlackBerry Administration Service software management role is enabled for the following preconfigured roles:

- Security
- Enterprise
- User only
**Edit BlackBerry Administration Service software management**

This permission specifies whether you can use the BlackBerry Administration Service to manage BlackBerry Device Software updates. For example, you can specify the BlackBerry Administration Service application shared network drive and select whether you can manage the BlackBerry Software deployment using the BlackBerry Administration Service.

By default, the Edit BlackBerry Administration Service software management permission is enabled for the following preconfigured roles:

- Security
- Enterprise

**Import or export groups within roles**

This permission specifies whether you can import or export a list of administrator accounts that are associated with a specific role at the group level. You can export a list of groups that are associated with a specific role to a different group or import a list of groups to a different group.

By default, the Import or export groups within roles permission is enabled for the Security role.

**Monitoring permissions**

**View BlackBerry Monitoring Service information**

This permission specifies whether you can use the BlackBerry Monitoring Service to monitor the BlackBerry Enterprise Server in your organization’s environment to view the activity of the BlackBerry device users that are associated with the BlackBerry Enterprise Server.

By default, the View BlackBerry Monitoring Service information permission is enabled for the following preconfigured roles:

- Security
- Monitoring System
- Monitoring View
Edit BlackBerry Monitoring Service settings

This permission specifies whether you can use the BlackBerry Monitoring Service to monitor and troubleshoot issues with a BlackBerry Enterprise Server in your organization's environment. This permission also specifies whether you can monitor the activity of the BlackBerry device users that are associated with a BlackBerry Enterprise Server.

By default, the Edit BlackBerry Monitoring Service settings permission is enabled for the following preconfigured roles:

- Security
- Monitoring System
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